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GETTING STARTED WITH PROFILES 
INTRODUCTION 

Encompassing Visions User IDs are granted permissions to specific modules and functions of 
the system. These permissions determine which functions the user can see on their Application 
Menu. In order to simplify the maintenance of this access, User Profiles were introduced to the 
system with Version 8.5. User Profiles allow for a consistent level of access to be assigned to 
multiple users so that you maintain the profile instead of the individual users when the 
application changes (e.g. you start using a new module) rather than all the individual users 
within your organization. For each user in the application, a profile can be assigned. When the 
user’s responsibilities change (e.g. they are now a lead and need to be able to view the Analysis 
functions) you simply change the user’s profile. 

For example, you may create a profile called Employee Reviews and another called Leader 
Reviews. You can set up the Employee Reviews profile with just access to the Complete 
Reviews function and assign this profile to all of the non-leader employees in the system. The 
only module they will see in their navigation bar is Employees and the only function in sub- 
menu will be Complete Reviews. You can set up the Leader Reviews profile with Complete 
Reviews and Print Learning and Growth Reports and assign this profile to all the leaders in 
the system. This will allow all leads to complete reviews (just like the Employee Reviews 
profile) and give them access to print Supervisory Learning and Growth Reports function 
under the Employees in the navigation bar. You may also want to give access to the 
Employees to print their Incumbent Review. 

Client Relations (Crelations@encv.com) can also assist with any revisions to the User Profiles 
that you may need to make to suit the access required for your organization. 

The Help within Encompassing Visions provides additional information about maintaining user 
and profiles along with examples of some common user scenarios. In the Help, look under 
Administration > Profiles. 

 
DEFAULT PROFILES 

We have included nine different default profiles that we feel will fit most organizations. You can 

add, update, or delete these profiles as appropriate to your organization. We will not ever make 
any modifications to these existing profiles in our upgrade process unless it is to remove 
modules from the system or add new modules (in which case we would set access levels to 
zero and remind you to update your profiles as part of the release notes for the update). 

Profiles are modified through Administration>Profiles. Double click on the profile you would 
like to modify. 

mailto:Crelations@encv.com


 

 

Please note: Profiles were updated for this release. You may not have some of these 

profiles that are noted below.  

 

A1 – User Assigned Jobs 

This profile provides user access to the Application Menu and the Jobs function. 

Jobs – User Assigned Jobs. 
 

This profile assumes that you have established specific jobs for the user to enter a 
questionnaire or other job details for in the Administrative function Link Jobs to Users. This 
access allows the user to add or update the jobs linked to their user ID. 

 

You would assign this Profile to Users who are assisting your evaluation committee and who 
have been given responsibility for entering a questionnaire or job details for specific jobs only 
(typically their own). If you have an evaluation committee who is responsible for entering all of 
the information about the job, then you will probably want to change this profile to provide 
access to the Jobs functions Jobs and Print Job Reports and not to the Jobs – User



 

Assigned Jobs. You could also create a new profile that you assigned to these Job Evaluation 
Committee users. 

 
 
 

A2 - Read/Print Non-Confidential Job Descriptions 

This profile provides user access to the Application Menu and the Jobs function Jobs. 
 

When applied at the 'System-Wide' level, this Profile enables Users to read and print all 'Non- 
Confidential' Job Descriptions from anywhere within the organization. 

If Domain functionality has been enabled, this Profile will enable Users to read and print all 
'Non-Confidential' Job Descriptions within the assigned Domain. 

 

 
 
 
 
 
 
 
 
 



 

 
 

A2A - UAJ and Read/Print Non-Confidential JD's 

 
 

When applied at the 'System-Wide' level, this Profile enables Users to review/edit/provide input 
on specific jobs and read/print all ‘Non-Confidential’ Job Descriptions from anywhere within 
the organization. 

If Domain functionality has been enabled, this Profile will enable Users to provide input on 
specific jobs and read/print all ‘Non-Confidential’ Job Descriptions within the assigned 
Domain. 



 

 

 

A3 – Job Evaluator 
 

 
 

When applied at the 'System-Wide' level, this Profile enables Users full access to all 
functionality required to enter, evaluate, analyze and print reports associated with the evaluation 
of every job within the organization regarding their relative Skill, Effort, Responsibility and 
Working Conditions. 

If Domain functionality has been enabled, this Profile will enable Users full access to all the 
same job evaluation functionalities within the assigned Domain



 

 

A4 – Job Evaluation System Administrator 

This Profile should only be applied at the 'System-Wide' level as it provides access to ALL Job- 
related tables and functionalities required in the configuration of the software database.  

 

 



 

 
 

A5 – Jobs, Learning and Growth, and Analysis 

This Profile enables Users to read and print Job Descriptions for any job in the organization 
except those jobs identified and flagged as 'CONFIDENTIAL'.  

With this Profile, system security protocols will control the employee names that appear on 
related screens for creating, completing, approving, printing and archiving learning and growth 
reviews/reports based on whether the User has supervisory responsibility or not. 

If the User has supervisory responsibilities, this Profile will also enable them to view team 
learning and growth and develop training plans for subordinate personnel. 

NOTE: 

Please ensure the appropriate 'Profile' is attached to each Employee Id and Name in the 'Employees' 
module.
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A5A: Jobs, Learning and Growth, Analysis and CAS 

This Profile enables Users to read and print Job Descriptions for any job in the organization 
except those jobs identified and flagged as 'CONFIDENTIAL'.  

 

With this Profile, system security protocols will control the employee names that appear on 
related screens for creating, completing, approving, printing and archiving learning and growth 
reviews/reports based on whether the User has supervisory responsibility or not. 



 

If the User has supervisory responsibilities, this Profile will also enable them to view team 
learning and growth and develop training plans for subordinate personnel. 

The A5A Profile also enables Users to complete the Competency Alignment Survey, an 
effective tool for understanding stakeholder perceptions about organizational values. 

NOTE: 

Please ensure the appropriate 'Profile' is attached to each Employee Id and Name in the 
'Employees' module.
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A6 – Jobs and Employee: Comprehensive 

This Profile enables Users to read Job Descriptions for any job in the organization including 
those identified and flagged as 'CONFIDENTIAL'. 

It enables Users to view the technical skills attached to their employee profile in ENCV, to 
create, complete, approve, print and archive learning and growth reviews/reports, and to 
complete the Competency Alignment Survey - an effective tool for understanding stakeholder 
perceptions about organizational values. 

With this Profile, system security protocols will further enable User's to update the technical 
skills of others anywhere in the organization. 

With lead responsibilities, Users with this Profile will also be able to view organizational learning 
and growth and develop training plans for subordinate personnel. 

NOTE: 

Please ensure the appropriate 'Profile' is attached to each Employee Id and Name in the 
'Employees' module. 
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A7 – Administrator 

This Profile allows Users access to every module in the software system, including those 
related to system configurations and ‘Confidential’ information. 

In addition to customizing data tables, input screens, factor weights and managing data import 
activities, this profile enables User's to access/update all Employee information in ENCV, 

access/identify organization-wide training needs and access/conduct succession planning 
activities. 

 



 

 

 
 
 
 
 

As such, assignment of this Profile should be restricted to very few within the organization, and 

only those trained and certified as an Encompassing Visions™ System Administrator. 

NOTE: 

Please ensure the appropriate 'Profile' is attached to each Employee Id and Name in the 
'Employees' module. 

 

You would assign this Profile to your Administrative Staff who are responsible for maintenance 

of the application. 

 



 

 

CUSTOMIZING THE PROFILES 

You can customize the profiles in any way that suits your organization. There is no processing 
around the names of the profiles so default profiles can be deleted if not required by your 
organization. 

Scenarios 

The following are some example scenarios where you may want to modify the existing user 
profiles or add new ones. 

 

Example #1 

You have decided that you are going to introduce the Competency Alignment Survey to your 
organization. You already have all of your employees and Leads assigned the A5 Jobs, 
Learning and Growth, and Analysis profile. 

You can simply modify the A5 profile to add level 3 access to the Competency Alignment 
Survey function and they will now have the Strategic Alignment module show up on their menu 
with that function enabled or assign the A5A profile. 

 

Example #2 

You have been doing Competency Reviews for years and now you want to add Work Plans. 

You will need to ensure that all of your profiles provide level 3 access to the Business 
Objectives and Professional Development Work Plans functions and maybe to View 
Unapproved Work Plans as well (although that will be more useful to leaders than employees). 

 

CONVERTING EXISTING ACCESS TO PROFILES 

You must review the default profiles and determine which works for you and what updates they 
would require. 

Some logic that can be applied is: 

• Any employee identified as a Job Evaluator could have their user updated to use the A3 
Job Evaluator profile. This gives the User access to complete sample benchmark jobs from 
various areas of the organization, including those recognized as highly technical, 
administrative, and managerial in nature. The purpose is to build common understanding 
and consistency in how JET (as a team) will interpret the Questionnaire. 

• Any employee who shares in the input of the job information could have their user updated 
to use the A1 User Assigned Job profile. This enables Users to share in the creation and 
updating of information about Job accountabilities and technical skills. It also enables the 
independent completion of the JPS Job Questionnaire so each User's questionnaire 
responses can be factored (averaged) into an overall understanding of job-specific Skill, 
Effort, Responsibility and Working Conditions. 

• Any user that currently has level 5 access to administrative functions could be changed to 
utilize profile A7. 

Any other scenarios would be handled manually. 



 

 

On the user maintenance screen, you can sort by the profile ID that is assigned to the user by 
clicking on the Profile column heading. That will sort all the users without profiles to the top and 
you can manually go through this list and see what the user should be updated to for a profile. 
This may identify new profiles you need to add or you may choose to leave these users without 
profiles and maintain their access rights manually. 

 

 
 
 
 
 
 
 
 
 
 
 
 

 



 

 

 


